
Missing
Patches

Firewall / Port
Vulnerabilities

HEAnet’s Vulnerability Scanning service makes use of Nessus (Tenable) and Outpost24
deep scanning tools - leading solutions in the information security industry.

Latest
Vulnerabilities

Malware/
infected Servers

Accurate “snapshot” of the 
security status of a client 
network

Deep Scanning, ensuring 
all system aspects are 
inspected

Improved reporting process, 
providing ready “to-do-list” 
for IT staff to act upon

74% of web attacks still using simple
exploits in executed code

Low employee security awareness still
ranked as # 1 security inhibitor

4 in 10 organisations now carrying out
full system scans at least monthly

Vulnerability Scanning provides: Food for Thought

Infographic Sources

BIS Cyber Security Breaches
Survery 2014 (PWC)

Global State of Information Security
Survey 2015 (PWC)

Verizon 2014 Data Breach
Investigations Report

2015 Cyberthreat Defense
Report (Tenable)

Vulnerability Scanning - A Risk-assessment Service for 
discovering Security Holes in IP Networks

www.heanet.ie      @heanet and #heanet

Vulnerability Scanning support is provided by the HEAnet NOC. 

Email: noc@heanet.ie or call 01-660-9040, Monday to Friday, 09:00 - 17:30.


